
COOP RECORDS MUSIC INC. PRIVACY POLICY

Effective Date: 02.04.2025

This Privacy Policy provides information about, and applies to, the collection and processing 
(i.e., the collection, further processing, use, and sharing) of different types of data on visitors to 
our websites and users of our apps and services (“Services”) by all entities belonging to Coop 
Records Music Inc. and its successors and assigns (“Coop Records Music Inc.,” “CRM,” “we”, 
“our”, “us”). By accessing and using our Services, you are accepting the terms of this Privacy 
Policy. 

1. Scope of this policy

This Privacy Policy applies to any data we obtain from and on you, our visitors to our Services, 
in connection with your visit to our Services and in connection with any follow-up to that visit. 
The processing of different types of data may include collection, further processing, use and 
sharing of “personal information or data” which means any information or data that identifies a 
person or in any way relates to an identified or identifiable living person. In the United States, 
this type of information is often referred to as “Personally Identifiable Information” or PII, while in 
Europe, the term “Personal Data” is used and refers to the broader scope of information where 
information simply must relate to an identified or identifiable person. In the event you chose to 
transfer to another site or service via any means from our site, you would be covered under the 
terms of use and privacy policy of that site, not ours. 

2. Data We May Collect

Visits to our websites and using our Services may result in the processing of different types of 
data. In some instances, this data may be processed via cookies, some of which you may reject 
and some of which you may not, and in other instances the data may be processed via CRM 
and third-party processors. As part of the process of visiting our websites and using our 
Services we may collect the following data:

• Your IP address;
• The type of device you are using and its operating system;
• Your browser type and version as well as other characteristics and information 

about your device and browser;
• Information you may disclose to our customer support team;
• Your geographic location using IP address;
• The location of an access point you access while using the websites or Services;
• The GPS or wireless technology on your device;
• The date and time of your visit;
• Any searches you conduct on our site;
• Areas of our site that you visited;
• Blockchain contract addresses you interact with via our site;
• Non-fungible tokens you interact with via our site;
• The length of time of your visit;
• The number of times you visit our site;
• Your email address; 
• Your phone number;



• Your digital asset wallet addresses connected to the account through any 
services, including, but not limited to, Privy, Coinbase, or MetaMask; 
• Your transactions made through your connected wallet on the platform, as 

connected with your wallet’s public key address; and
• Any user-generated content, including its metadata on how, when, where, and by 

whom a piece of content was created, formatted, or edited.

We may assign you one or more unique identifiers to help keep track of your future visits. This 
information may be generated by various tracking technologies. We may use internal and third-
party tools to analyze the above information and to create statistics in relation to our website 
use:

• To know how many visitors per day visit our site;
• To know how much traffic we are sending outbound;
• To know which items on our site are being downloaded;
• To identify items not found so that we can fix them;
• To identify the types of operating systems being used and browsers so we can 

design our site accordingly; and
• To identify the time of day when our site is most used.

These statistics are only available to CRM and our third-party agents servicing our website. 
CRM may keep the aggregate (depersonalized) data as long as we deem necessary for our 
purposes and in accordance with the law, and may use this aggregate data to report internally. 
We do not share any of our analytics data with anyone else or make it available to anyone else.

3. How Your Information Is Used

We process your personal information only if we have an appropriate legal basis to do so, such 
as providing services, conducting research and development, troubleshooting any issues, 
complying with the law and preventing fraud, marketing and advertising appropriately, or 
otherwise using your information with your consent. 

We may anonymize, aggregate, or deidentify data from your personal information to use and 
share with third parties for lawful business purposes, including those listed above. 

4. Disclosure of Personal Data

We may share your data with Coop Records Music Inc. affiliates and certain third-party service 
providers as and when this is appropriate for our business purposes including the processing 
described in this Privacy Policy. This may include sharing your information in the following 
situations:

• When we work with vendors, service providers, contractors or agents to perform 
services on our behalf, such as data analysis, anti-money laundering and 
compliance services, and marketing efforts; and

• If in any merger, sale of assets, financing, or acquisition of all or a portion of our 
business it is necessary to share or transfer your information in connection with 
or during the negotiations of that transaction.



If you choose to do so, you may use your account settings to expose your wallet’s private key to 
the wallet in your profile. In doing so, you consent to that disclosure of your wallet’s private key 
to the wallet in your profile. 

Other than as described in this Policy, we do not disclose any Personal Data to third parties 
(except as and when required by law). CRM does not sell your data.

5. Visitors located in the UK, EU, and the State of California

If you are a user in the European Economic Area or United Kingdom, you have certain rights 
under the respective European and UK General Data Protection Regulations (“GDPR”). These 
include the right to:

• request access and obtain a copy of your personal data;
• request rectification or erasure;
• object to or restrict the processing of your personal data;
• not to be subject to a decision based solely on automated processing; and
• request portability of your personal data. 

You have the right to complain to your local data protection supervisory authority. Their contact 
details can be found at https://ec.europa.eu/newsroom/article29/items/612080. Additionally, if 
we have collected and processed your personal data with your consent, you have the right to 
withdraw your consent at any time.

Residents of the United States may also have certain rights under the laws of their state. For 
example, if you are a California resident, you have certain rights under the California Consumer 
Privacy Act (“CCPA”). These include the right to:

• request access to, details regarding, and a copy of the personal information we 
have collected about you and/or shared with third parties;

• request deletion of the personal information that we have collected about you; 
and
• the right to opt-out of sale of your personal information. As the terms are defined 

under the CCPA, we do not “sell” your “personal information.”

If you want to exercise any of these rights, or to receive any further information on our 
processing of your personal information and data, please email us at support@cooprecords.xyz. 
We may ask you to verify your identity, or ask for more information about your request. We will 
consider and act upon any above request in accordance with applicable law. We will not 
discriminate against you for exercising any of these rights.

The CCPA permits using a designated authorized agent to make a request on a consumer’s 
behalf. You may designate an agent by seeking from us and filling the agent-designation form. 
Both the designated agent and the consumer are subject to verification before accepting a 
consumer rights request.

Notwithstanding the above, we cannot edit or delete any information that is stored on a 
blockchain. 

6. Data Retention
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We may retain your data as long as you continue to use websites and Services, have an 
account with us, or for as long as is necessary to fulfill the purposes outlined in this Privacy 
Policy. We may continue to retain your data even after you deactivate your account and/or 
cease to use websites and Services if such retention is reasonably necessary to comply with 
our legal obligations, to resolve disputes, prevent fraud and abuse, enforce our Terms or other 
agreements, and/or protect our legitimate interests. Where your data is no longer required for 
these purposes, we may delete it or anonymize it.

7. Data Protection

We care about the security of your information and use physical, administrative, and 
technological safeguards to preserve the integrity and security of information collected through 
our websites and Services. However, no security system is impenetrable and we cannot 
guarantee the security of our systems. In particular, transmission of data via the Internet is not 
completely secure and we cannot guarantee the security of information about you while it is in 
transit.

In the event that any information under our custody and control is compromised as a result of a 
breach of security, we will take steps to investigate and remediate the situation and, in 
accordance with applicable laws and regulations, notify those individuals whose information 
may have been compromised.

8. Minors

We do not intentionally gather Personal Data from visitors who are under the age of 13. Our 
Terms of Service require all users to be at least 18 years old. If a child under 13 submits 
Personal Data to Coop Records Music Inc. and we learn that the Personal Data is the 
information of a child under 13, we will attempt to delete the information as soon as possible. If 
you believe that we might have any Personal Data from a child under 13, please contact us at 
support@cooprecords.xyz.

9. Users Outside of the United States

If you are a non-U.S. user of our websites and Services, by visiting our websites and Services 
and providing us with data, you acknowledge and agree that your data may be processed for 
the purposes identified in the Privacy Policy. In addition, your data may be processed in the 
country in which it was collected and in other countries, including the United States, where laws 
regarding processing of data may be less stringent than the laws in your country. By providing 
your data, you consent to such transfer.

10. Changes to this Policy

We may revise this Privacy Policy from time to time. If we make a change to this policy that, in 
our sole discretion, is material, we will take steps to notify all users by a notice on the site. By 
continuing to access or use the Services after those changes become effective, you agree to be 
bound by the revised Privacy Policy.

11. Contact Us
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If you have questions concerning this Privacy Policy, wish to exercise your privacy rights, or you 
notice any bugs, errors or violations please feel free to send us an email at 
support@cooprecords.xyz.
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